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**Mobile Device Management – Study Notes - CompTIA A+ 220-1102 | Objective 2.1 – Security Concepts**

**1. Introduction to Mobile Device Security Challenges**

* With the rise of **mobile devices and wearables**, securing devices that connect to **uncontrolled networks** is increasingly difficult.
* Devices like **employee smartphones** often move between trusted (work) and untrusted (home/public) networks, introducing risk.
* The solution to these challenges is **Enterprise Mobility Management (EMM)** or **Mobile Device Management (MDM)**.

**2. EMM vs. MDM – Definitions and Scope**

* **Enterprise Mobility Management (EMM):**
  + A broad **suite of policies and tools** for managing and securing mobile devices in a corporate environment.
  + Covers both **administrative policies** and **technical enforcement mechanisms**.
* **Mobile Device Management (MDM):**
  + A **subset of EMM** focused strictly on the **technical controls** used to enforce security compliance based on the organizations needs.
  + Often used interchangeably with EMM, but MDM refers specifically to the **tools and systems** used.
* **EMM is policies and tools and MDM is the tools themselves.**

Both consist of the processes involved in conducting:

1. **Tracking**
2. **Controlling**
3. **Securing**

**3. Core Features of MDM Solutions**

Most MDM platforms provide **six major features** for centralized management:

**3.1 Application Control**

* Allows IT administrators to:
  + **Install**, **block**, or **remove** applications.
  + Configure app permissions and behavior.
* **Use Case:** Block specific apps (e.g., TikTok, Facebook) on company-issued devices.

**3.2 Password and Passcode Enforcement**

* Enables enforcement of **global password policies** or **app-specific protection**.
* Examples:
  + Require strong passcodes (e.g., 16-character password with uppercase, lowercase, numbers, symbols).
  + Enforce **biometric options** (fingerprint or face scan).
  + Block weak passwords (e.g., 4-digit PINs) and enforce stronger alternatives.
  + Enforce app-level biometric access even if the device uses only a password for unlocking.

**3.3 Multifactor Authentication (MFA)**

* MDMs can require MFA based on **device behavior or risk conditions**.
* Factors include:
  + Password (knowledge)
  + One-time code (ownership)
  + Biometric scan (characteristic)
* **Conditional Example:** MFA becomes mandatory if the device logs in from a **different state or country**.

**3.4 Token-Based Access**

* Use **digital certificates or tokens** to validate devices before allowing network access.
* Often tied to **Network Access Control (NAC)** systems.
* Supports protocols like **802.1X**.
* Verifies that the device is compliant before allowing connection to the enterprise network.

**3.5 Patch Management**

* MDMs can push:
  + **OS patches**
  + **App updates**
  + **Security fixes**
* Patches are managed via a **centralized repository** tested by IT.
* **Enforcement Example:** Devices must update within 7 days or lose/block network access via NAC integration.

**3.6 Remote Wipe Capability**

* If a device is **lost or stolen**, admins can:
  + **Remotely erase** data.
  + Restore device to **factory settings**.
* **Condition:** Device must be connected to a network (internet or cellular) to receive the wipe command.
* **Bypass Risk:** A thief can block the wipe using **airplane mode** or a **Faraday bag**.
* **Mitigation:** Devices can be set to auto-wipe after:
  + Multiple failed login attempts.
  + Failing to meet security baselines upon next connection.

**4. Additional MDM Capabilities**

* GPS tracking of devices.
* Pushing real-time **notifications** to users.
* Remotely **lock devices**.
* Enforce **security policies** across the entire fleet instead of per-device configurations.

**5. Firmware Updates and Radio Security**

* **Firmware updates** are usually conducted over the air and are used to update:
  + **Radio Modems** responsible for cellular, Wi-Fi, Bluetooth, NFC, and GPS which is inside your device.
  + **Baseband processors** using a **real-time operating system (RTOS)** to maintain connectivity.
    - This is the **second type of firmware.**
    - This is essentially the **OS** for your **modem**, and it has its own **processor** and **memory**.
      * It relies on a **real time** **OS** Known as **RTOS** to conduct the modulation and frequency shifts that are required to maintain **radio** **connectivity** with the different **cellular** **towers**.
      * Overtime **cellular** companies may need to make changes to their **frequency** or **modulation** or other **parameters**, and they may send out firmware over the air update to add these new capabilities.
* **OTA (Over-the-Air) updates** are:
  + Required for performance and compatibility.
  + Vulnerable to **attacks** like rogue firmware injections if not secured or updated.

**6. Radio-Based Threats and Exploits**

* **Stingray/IMSI catchers** can mimic legitimate cellular towers.
* These can:
  + Intercept device communication.
  + Push **malicious firmware** to devices.
* Attack type: Similar to **on-path attacks**.
* **Security Countermeasure:** Manufacturers are working on embedding **integrity and authentication checks** into OTA firmware update processes.